CARTA INTESTATA DELLENTE

Oggetto: Disciplinare interno recante istruzioni aggiuntive per il corretto trattamento dei dati personali
nell'ambito dello svolgimento delle mansioni lavorative sotto forma di lavoro agile.

Viste le seguenti disposizioni normative e regolamentari:

e art. 14, Legge 7 agosto 2015, n. 124, recante l'obbligo, per le amministrazioni pubbliche, di adottare, nei
limiti delle risorse di bilancio disponibili a legislazione vigente e senza nuovi o maggiori oneri per la finanza
pubblica, misure organizzative volte a fissare obiettivi annuali per I'attuazione del telelavoro;

¢ decreto-legge 2 marzo 2020, n. 9 recante “Misure urgenti di sostegno per famiglie, lavoratori e imprese
connesse all'emergenza epidemiologica da COVID-19”, a mezzo delle quali viene superato il regime
sperimentale dell’'obbligo, per le amministrazioni, di adottare misure organizzative per il ricorso a nuove
modalita spazio-temporali per lo svolgimento delle prestazioni lavorative, con la conseguenza che la misura
opera a regime;

¢ art. 18, comma 3, della Legge n. 81 del 2017 recante “Misure per la tutela del lavoro autonomo non
imprenditoriale e misure volte a favorire I'articolazione nei tempi e nei luoghi di lavoro subordinato”, che
prevede che le disposizioni introdotte in materia di lavoro agile si applicano, in quanto compatibili, anche ai
rapporti di lavoro alle dipendenze delle amministrazioni pubbliche di cui all’art. 1, comma 2 del decreto
legislativo 30 marzo 2001, n. 165;

e direttiva n. 3 del 2017 della Conferenza unificata, recante “Linee guida contenenti regole inerenti
all'organizzazione del lavoro finalizzate a promuovere la conciliazione dei tempi di vita e di lavoro dei
dipendenti”, che definisce gli indirizzi per I'attuazione delle misure e linee guida contenenti le indicazioni
metodologiche per 'attivazione del lavoro agile;

¢ D.P.C.M. 23.09.2021 recante “Disposizioni in materia di modalita ordinaria per lo svolgimento del lavoro
nelle pubbliche amministrazioni” che sancisce il superamento del c.d. “lavoro agile emergenziale”;

e D.M. 08.10.2021 che detta le norme e le condizionalita per I'attivazione del lavoro agile nella transitoria
fase che va dal “rientro in presenza” sino alla definizione degli istituti del rapporto di lavoro connessi al
lavoro agile da parte della contrattazione collettiva e della definizione delle modalita e degli obiettivi del
lavoro agile da precisare in sede di PIAO ex art. 6, comma 2, lettera c) D.L. 80/2021;

Preso atto delle disposizioni contenute nel d.lgs. n. 196/2003 ed in particolare che:

e I'art. 2 quaterdecies del d.Igs. n. 196/2003 prevede che “il titolare o il responsabile del trattamento
possono prevedere, sotto la propria responsabilita e nell'ambito del proprio assetto organizzativo, che
specifici compiti e funzioni connessi al trattamento di dati personali siano attribuiti a persone fisiche,
espressamente designate, che operano sotto la loro autorita” e che “il titolare o il responsabile del
trattamento individuano le modalita pit opportune per autorizzare al trattamento dei dati personali le
persone che operano sotto la propria autorita diretta;

e I'art. 4 n. 10) prevede la figura della “persona autorizzata al trattamento” dei dati personali;

Preso atto che I'art. 32 comma 4 del Reg. UE 2016/679 dispone che: “Il titolare del trattamento e il
responsabile del trattamento fanno si che chiunque agisca sotto la loro autorita e abbia accesso a dati
personali non tratti tali dati se non e istruito in tal senso dal titolare del trattamento, salvo che lo richieda il
diritto dell'Unione o degli Stati membri”;

Vista la dotazione organica e la struttura organizzativa;



Lintestato Ente intende con il presente atto, individuare e indicare ai propri dipendenti alcune istruzioni
aggiuntive per il corretto trattamento dei dati personali nell'ambito dello svolgimento delle mansioni
lavorative sotto forma di lavoro agile.

Formanti le premesse parte integrante del presente documento, I'intestato Ente ricorda preliminarmente
che le stesse istruzioni concernenti la tutela dei dati personali trattati nell'ambito dello svolgimento delle
mansioni lavorative, gia diffuse a mezzo della consegna della “nomina a persona autorizzata al trattamento
dei dati personali ai sensi dell’art. 2-quaterdecies D. Lgs. 196/2003 e dell’art. 4 Reg. UE 2016/679” si
ritengono valide anche per cio che concerne lo svolgimento dell’attivita lavorativa in forma di lavoro agile.

Le presenti istruzioni si applicano alle autorizzazioni al lavoro agile poste in essere in attuazione del DM.
08.10.2021.

A tal fine i Responsabili di servizio, valutata la sostenibilita organizzativa in ordine alla garanzia del corretto
funzionamento degli uffici, possono rimodulare le forme di lavoro a distanza nella propria struttura con le
misure:

Laccordo individuale, di cui all'Allegato 1, datato e firmato dal dipendente dovra contenere le specifiche
dichiarazioni ivi previste. Cido consente l'avvio della modalita lavorativa agile.

In aggiunta, inoltre, alle istruzioni standard in materia di tutela e protezione del dato personale, considerato
che anche lo svolgimento della mansione lavorativa in forma di lavoro agile comporta il trattamento di dati
personali di terzi, I'intestato Ente prevede qui di seguito delle regole aggiuntive ed istruzioni, al fine di
permettere ai dipendenti richiedenti di svolgere la propria attivita in sicurezza, anche nel rispetto delle
previsioni di cui al Regolamento (UE) 2016/679 e D.lgs. 196/2003.

In particolare, ogni dipendente, per lo svolgimento della propria attivita da remoto, dovra:

e accertarsi che nella zona in cui lavorate non siano presenti nelle immediate vicinanze altre persone (figli,
parenti, ecc.);

 prima di allontanarsi dalla postazione di lavoro, anche per pochi minuti, di disconnettere il profilo (la
sessione di lavoro) e riporre i documenti cartacei al sicuro;

e assicurarsi che PC utilizzato abbia attiva la password del BIOS (per I'avvio del Sistema Operativo);
e assicurarsi che il profilo sul PC utilizzato abbia attivo lo screen sever con ripristino protetto da password;

e accertarsi che non ci siano profili di accesso sul PC in uso non protetti da password (esempio profili
Guess/Ospite);

¢ per la connessione a Internet mediante un dispositivo Wi-Fl, accertarsi che la connessione di rete richieda
una password di protezione WPA/2; altrimenti impostare il dispositivo in questo modo, senza utilizzare reti
pubbliche o libere di connessione;

¢ al termine dell’attivita di lavoro disconnettere la sessione di lavoro sul PC utilizzato, quindi riporre i
documenti cartacei contenenti dati personali in un luogo sicuro (es: cartella/cassetto con chiusura).

La presente e sottoscritta per presa visione.

Distinti saluti

Per il titolare del trattamento Lincaricato al trattamento




